STEINHOFF ERROR FRAMEWORK

Warnings

Overview

Warnings are intentionally raised messages to notify interested parties when a certain condition has
been reached within a process that will require their attention. A typical scenario would be the
absence of a data file preventing further processing. Classified into 2 groups, a standard warning will
issue a message and resume processing whilst a critical warning will terminate the process after
sending the notification.

Handled using a similar mechanism to exceptions with the main difference being that these are all
known scenarios catered for within the program logic. There are drop in components within Talend
to handle the occurrence of warnings. Demonstration of these together with the components used
to raise the warnings can be found for both jobs and routes within the SVN: Steinhoff project
accessed via Talend Open Studio (TOS).
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The concept diagram for the warning system is shown below:
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1. Setting up a warning
The following terms will be used henceforth to describe the processes and tools used:

TOS Talend Open Studio

Framework The error and warning framework application

Standard A standard warning that reports but continues processing

Critical A warning that terminates processing after notification

Operator Person(s) set up to receive the warning notification by e-mail

Resource An external document used to provide additional insight into warning conditions
Master A template containing details of the warning

Setting up a warning consists of the following steps:

e Create the warning conditions in the interface using TOS
e Add the warning handling components in TOS

e Set up the master within framework

e Assign operators to the master

e Optionally add resources to the master

Once correctly set up reaching the warning conditions within the Talend interface will cause a
warning to be generated which will then be captured and loaded into the framework database. Data
from the master will be used to generate an e-mail notification that is sent to the operator(s).

Each step will now be examined in detail.

1.1 Create warning conditions in the interface using TOS
This and the following section will describe the process for Talend jobs first, followed by routes.

1.1.1  Talend Job Warnings

Standard warnings are generated using the tWarn component placed at the appropriate point within
the job. A suggestion is that the label should be configured to display the fact it is a warning and
show the error code as below.

arming
300

Configuration of the component includes a code and a message. The code is shown as numeric in
this example but will accept alphanumeric values. The value needs to be unique and this is
maintained in the framework via the master template. Note that warnings will not be loaded into
the framework until a master for the code has been created.

The warning message should just be a short reference to what the warning is for, full details are held
in the template. Priority should be left as “‘Warning’.
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f¢ Contexts(SJIOBODOT_WARNT.. A9 Component I» Run (Job SJOBOOOT_WARNT.. [-] TestCases

! Warning<br> 300(tWarn_1)

Basic setti Warn message | "For Those About To Rock”
Advanced settings Code | 300

Dynamic settings Priority Warning w

View

Documentation

Critical warnings use the tDie component instead which will terminate processing after issuing the
warning. The component label should be configured in the same way as warnings

Qe

Critical
Waming
400

Configuration of the component is identical to standard warnings and all the same caveats apply.

E& Contexts(SJOB000T_WART @ Component I» FRun(lob SO

€ Critical<br>Warning<br> 400(tDie_1)

Basic setti Die message | "Highway To Hell"
Advanced settings Error code | 400

Dynamic settings Pricrity Warning v
View

Documentation

1.1.2  Route Warnings

Talend routes use Apache Camel components and there is no standard equivalent to the warning
components used by jobs. To represent warnings a couple of java beans have been created to
extend the standard exception object with the addition of a string property. These beans can be
found in the code section of SVN displayed in TOS.
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The beans are then called within the route using a cProcessor component.

Standard warnings are raised using a cProcessor to raise an instance of the CustomWarning bean.
Since this is just an extension of the exception class it can be raised in the same way with additional
information relevant to the warning stored in the string property added by the extension.

As with jobs the label should be formatted to indicate its purpose and the error code.

Unlike the job components there is only a single string parameter so this should take the format
<error code>,<message> again the code can be alpha numeric if required. The routine that picks up
the warning will take responsibility for splitting the string into separate code and description values.

E® Contexts(SRTEOOOT WARNT A Component I» FRun (Job SRTEQ00T WARNT.. [T TestCases B3 Integratic

.':"__.‘. Throw <br=Warning <br=(200)(cProcessor_2)

Basic setti Import
Advanced settings Code
View throw new beans. CustomWarning("Z00.Let there be rock"):

Documentation |

Critical errors work in the same way but use CustomCritical bean instead

odr—

Throw
Crtical
(100)
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[E& Contexts(SRTEOOOT WARNT.. M8 Component I» Run (Job SRTEOOOT WARNT.. [7] TestCases B3 I

.':"__,‘. Throw <br=Critical <br=({100){(cProcessor_4)

Basic setti Import Simport java util List;
Advanced settings Code

View throw new bean= CustomCritical{"100, Back In Black"});

Documentation

1.2.  Add the warning handling components in TOS

The warning handling components for both jobs and routes work in a very similar way to the
exception versions although they are kept separate as not all interfaces require warnings to be
handled. It is assumed that any interface using warnings will already have the exception components
in place so configuration values will be handled by default.

1.2.1  Job Warning Handling

Warnings are handled simply by dropping the joblet jIDBWarning into the job

iIDE«:'I;";’aming

If the joblet is exploded it is shown to contain the following 3 components:

b
i ) T — 5 —
row] (Viain) '—'%E out] (Main) DSl
tLogCatcher_1 tMap_1 tMS5gISP_2

The log catcher is configured to catch items raised by the tWarn and tDie components:

% Contexts(jIDBWaming) A Component I» Run (Joblet IDBWamning) EI Test Cases  EA

Ei"-- tLogCatcher_1

Basi ti Schema Built-In Edit schema

Advanced settings []Catch Java Exception [+] Catch tDie  [«] Catch tWarn [ ] Catch tActionFailure
Dynamic settings

LI ap—

The tMap converts the data captured by the log catcher into the input parameters for the
SQL stored procedure called by the tMSSqISP_2 component, which loads the warning data
into the framework database provided a master template for the error code has previously
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been set up. Otherwise the data is ignored and there is no concept of an unknown warning
as these will all have been user defined.

Standard and Critical types are both handled by the same components. The location of the

database server is determined by the context variable loaded in the exception routines, so it
is essential these components are also part of the job. For reference these are:

_ = =

oK ok
I ) OnComponentOk E‘@,E OnSubjobOk o _ﬁ?
tPrejob_1 Commons Load Tee Qutput
tlibraryload_1 tlava_1

For the library pre load

jIDBLoggerWithStackTrace

And the exception joblet. Adding these will automatically add the following data to the
context list:

E& Contexts(S/OBO00T_WARNT... A Component IP Run

Mame ‘ Type ‘
1 HjlDBLoggerWithStackTrace (from joblet)
2 ServerfAddress String v
3 TempFileLocation String v

The ServerAddress value is used by the warning mechanism to locate the framework
database server

1.2.2  Route Warning Handling

Warnings are handled in routes by dropping the following set of components into it.

route’ E:"—;__'-@ routes E‘)ﬁ{@ routed EIE)@WE'

Set Waming Set DB Server Call Waming Route cStop_1
Headers DB Write Cnticals Only
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Handle Warnings is a cOnException component configure to capture exceptions raised as

instances of beans.CustomCritical or beans.CustomWarning as defined in the previous
section.

EE& Contexts(SRTEOO0T_WARNT... @ Component IV FRun (Job SRTEQOO1 Wi

'E Handle Warnings(cOnException_3)

Basic settings Exceptions Exception
Advanced settings beans.CustomCritical
Wiew beans.Custorn'Warning
Documentation

e

[]5et a redelivering tries count

Set Warning Headers is a cProcessor component that injects a java snippet into the route.
This code extracts data from the exception caught be previous component and transforms it
into a new format. As part of this process the string entered into the warning components in

the route is split into code and description. The data is written into the message header for
further processing.

E& Contexts(SRTEOOOT_WARNT.. | @8 Component IP Run (Job SRTE0O0T_WARNT.. [T] TestCases B3 Integration Action R} Spring
— . =

f,:‘, Set Warning <br> Headers(cProcessor_3)
Basic settings Import import java. tims. *:
Advanced settings Code String fileName = exchange . getIni). getHeader("CamnelFileHamn=", String.class):;
View String talendType = "Route":

Chject otimeStamp = timeStamp;
Documentation Cbject oTalendType = "Route"

CObject oFrocessHame = exchange getCDntext() getHane( ) . split{"~~.")

[exchange getContext() getHame() =plit{"~~."). length - 1]:

Object ofileName = fileNane:
String warning = exchange. getProperty("CanelEzceptionCaught”

}.toString() .replace("[". "").replace("1". "").split(":")[1].trim({) split("."

SetDBServer picks up the database server address from the context which would already be
in place from the error components and writes this value into the message header. A small
job that runs the same SQL stored procedure used by the warning handling for jobs is then
called with the Call Warning DB Write component. This loads the warning data into the
framework database provided a warning master has been previously set up.

After loading a check is made to see which type of bean generated the warning and if it is a
critical type then call the cStop component to prevent further processing of the interface.
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5% Contexts(SRTE0001 WARNT.. A9 Component I Run(Job SRTEOO0T WARNT.. [F] TestCases 23
= when1

e Type simple v | [ Append endChoice()

Advanced settings Condition "S{headers WarningTypel == 'beans CustomCritical'"

1.3 Set up the master within framework

The framework consists of a central SQL Server database which records the exception and warning
information fed to it together with various configuration tables and a web application used to
administer and retrieve this information. The application can be located here:

http://EVDCSTEMDB02/DBTablemaintenance

Or http://10.167.195.31/DBTableMaintenance

It is an intranet application so will require the vpn client if accessing from outside the domain. You
will require a username (your e-mail address) and a password to access the system.

After accessing the system and logging in you will have the following main menu.

ESB Maintenance

Manitoring and maintenance of processes communicating via the Talend ESB

Production Exceptions »

Exceptions Synchronisation Configuration
Problems arising during the execution of Talend routes Connects input data files to output to ensure that the Specify the settings used in various system functions
and jobs are recorded fo a central database from which expected data has been fully generated. including: Alerting, Exception Assignment and Monitoring

appropriate action can be taken. The exceptions option
allows you to view these.

Exceptions » Synchronisation » Configuration »
Maintenance Monitoring Reporting
Update tables used in various client systems that Monitor other components in ESB environment to be Reporting and visualisation of system parameters to be
exchange data via the ESB. activated in a later version. activated in a later version.

Maintenance » Monitoring » Reporting »

Select the exceptions option and this will take you to the exception/warning menu. You will notice
this has the options for all 3 ESB environments; DEV, TEST and PROD
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Exceptions

Knowledge Base

Warnings

Warning Master

ESB Processes

Back to Main Menu
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Runtime Exceptions

DEV

View Talend Dev Exceptions

Dev Knowledge Base

View Talend Dev Warnings

View Dev Warning Master

View Dev ESB Processes

© 2019 - Steinhoff UK Ltd

TEST
Exception Data

View Talend Test Exceptions

Test Knowledge Base

Warnings Std and Critical

View Talend Test Warnings

View Test Warmning Master

ESB Processes and ReSOUrces

View Test ESBProcesses

PROD

View Talend Prod Exceptions

Prod Knowledge Base

View Talend Prod Warnings

View Prod Wamning Master

View Prod ESB Processes

Go down to the Warning Master row and select View Dev Warning Master to get a list of the master

templates defined for warnings in this environment.

Warning Master (Dev)

Create New

ProcessKey

Back to Menu

© 2019 - Steinhoff UK Ltd

Title
Unknown Warning

Critical 100

Warning 200 File Is Mising In Interface XYZ

Warning 300

Critical Warning 400

IsCritical

Not Set Edit | Details | Delete
True Edit | Details | Delete
False - Edit | Details | Delete
False Edit | Details | Delete
True v Edit | Details | Delete

At this point you can click on the Create New option to add a new template or against each current
option there are options to edit, show details or delete.

1.3.1 Creating a new Warning Master
Click on Create New to show a new Master being added:
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Create
tbWarningMaster

WarningCode

ProcessKey Unknown Process ~

Title

Description

IsCritical

Create

Back to List

© 2019 - Steinhoff UK Lid

Add the Warning Code noting that this must be unique.
Select the Talend process from the drop-down list.
Add a title which may be the same as what is used in Talend but can be more descriptive if required

Add a description which is free test and contain as much information about the warning and how to
remedy it as required.

Finally select from the option list whether it is a critical warning or not (a not set value is also treated
as being a standard warning)

Provided the warning code is unique, the record will be saved as a new Warning Master. If the code
is already used however you will receive an error similar to below.

Database Error Detected

An error has been detected when attempting to create a Warning Master record

Violation of PRIMARY KEY constraint 'PK_tbWarningMaster'. Cannot insert duplicate key in object 'dbo.tbWarningMaster'. The duplicate key
value is (400). The statement has been terminated.

OK »

@ 2019 - Steinhoff UK Ltd

The database has been set up to not allow duplicate codes and this screen is informing you of that.
On dismissing the error control will return to the list of master and creation will need to commence
from the start. As a rule of thumb only put minimal data in when creating the record then once it is
inserted it can be modified.
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1.3.2  Editing a Warning Master

Working from the list of records scroll down to the master record of interest then click on the edit
link at the right-hand end of the line. This will bring up a screen very similar to the create screen the
only differences being the inability to change the warning code field and the date last modified and
who by are shown as read only fields. The reason for this being that warning code is the primary key
value for the record and changing of primary keys is not allowed in the database.

If you inadvertently create a record with the wrong code the only way to rectify it is to delete the
record and create a new one with the correct code.

Selecting the details rather than edit option will present the same data but in a completely read only
format.

1.3.3  Deleting a Warning Master

The framework allows the deletion of master record if they are not used by the system. The usual
circumstance would be when they have been added with the wrong code. Clicking on the delete
option will bring up a confirmation box allowing verification of the action.

Delete

Are you sure you want to delete this?
tbWarningMaster

ProcessKey 20
Title  Warning 200 File Is Mising In Interface XYZ
Description  The in out file is missing from the interface XYZ hence the program has not run. Sugessied Steps 1. Recreate File 2. Reun Interface
LastModifiedDate
LastModifiedBy
IsCritical |False

Delete || Back to List

© 2019 - Steinhoff UK Ltd

Confirmation of the delete action will tell the system to attempt to delete the record from the
database. Note that only unused records can be removed. If there are warning records already in the
system that are linked to this master then the deletion will not be allowed. In database terminology
the system is set up to enforce referential integrity.

Database Error Detected

An error has been detected when attempting to delete a Warning Master record

The DELETE statement conflicted with the REFERENCE constraint "FK_tbWarnOperator_tbWarningMaster". The conflict occurred in database
"dbApplicationintegration”, table "dbo.tbWarnOperator”, column "WarningCode'. The statement has been terminated.

OK »

© 2019 - Steinhoff UK Ltd
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1.4 Assign operators to the master

An operator is defined as a person who receives notification of the occurrence of a warning or
exception by e-mail. They may be the person responsible or they could be an interested party. It is
possible to assign multiple operators to a warning master and each operator will receive e-mail
notification unless explicitly disabled on the set up.

Currently more relevant to exceptions rather than warnings but that could change in the future, the
operator mechanism is used to automatically generate fresh service tickets from the data by setting
the fresh service e-mail up as an operator.

To access the warning operator set up select an item from the list of masters and click on details.
This will display a screen of information about the master

Details
Warning Master (Dev)

ProcessKey 23
Title  Critical Warning 400

Description  (Wwarning 400 generated by Talend Job modified

LastModifiedDate 22/08/2019 14:43:58
LastModifiedBy  blastrocker@hotmail.com
IsCritical | True

Edit | Add Master Resource | View Operator(s) | Back to List

© 2019 - Steinhoff UK Lid

There is an option at the bottom of the page that will say either Assign Operators or View Operators
depending on whether any previous operator assignment has occurred for this master record. Click
on this option to call the assignment screen.

Warning Master Operator(s) - Dev

Title -
Key Operator E-Mail
8 John Tucker Jjohn tucker@SteinhoffRetail.co.uk Delete Disable-Mail

Assign Operator | Back to Master

© 2019 - Steinhoff UK Ltd
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The screen lists the current operators assigned to the master. These can’t be edited but they can be
deleted and there is an option at the right-hand end of each row which will do this subject to the
usual confirmation.

To assign further operators to this master click the assign operators option at the bottom of the
screen.

Assign Warning Master Operator(s) - Dev

Assign an operator to a Knowledge Base Item

Master Code 400

OperatorKey JT Other

EMailEnabled W

Back to Master

@ 2019 - Steinhoff UK Ltd

The warning code has already been entered and cannot be changed. Select the required operator
from the drop-down list, confirm whether e-mail should be enabled for this operator and click on
assign. The operator is now linked to the master and if you repeat the actions from the previous
section they will be displayed in the list.

Only operators that have previously been recorded on the system can be assigned to the master. If
the operator doesn’t exist use the following instruction to create them

Click on the ESB Maintenance option in the top left-hand corner of the screen. This is a shortcut that
will take you straight back to the main menu.
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From the main menu select the Configuration option which will call the config menu

Configuration Menu

DEV TEST PROD
General System Set Up

Framework Master Dev Framework Master Test Framework Master Prod Framework Master
Process Early Life Dev Process Early Life Test Process Early Life Prod Process Early Life

Alerting and Assignment Set Up

Alert Type Setup Dev Alert Type Test Alert Type Prod Alert Type
Alert Recipients Dev Alert Recipients Test Alert Recipients Prod Alert Recipients
Alerts Config Dev Alerts Test Alerts Prod Alerts
Assignment Operators Dev Operators Test Operators Prod Operators

Back to Main Menu

@ 2019 - Steinhoff UK Ltd

From the assignment operators row select the action appropriate to the environment you are using.
In this case click on Dev Operators.

Operator (Dev)

Create New

OperatorName EMailAddress OperatorGroup

Auto Assign Not Applicable AA Edit | Details | Delete

John Tucker Jjohn.tucker@SteinhoffRetail.co.uk TA Edit | Details | Delete

JT Other blastrocker@hotmail.com HOME Edit | Details | Delete
Back to Menu

© 2019 - Steinhoff UK Ltd

A list of the operators currently set up for the Dev system is shown. Click on Create New to add a
new one. This will call the operator creation screen. Add the operator name which is a friendly label
together with the e mail address. The operator group field is not currently used but may be in future
versions | just use the default TA for now.
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Create
Operator (Dev)

OperatorName
EMailAddress
OperatorGroup

Create

Back to List

@ 2019 - Steinhoff UK Ltd

Click create and the operator will now appear in the list and can be assigned to warning masters or
the exception equivalent.

Change Mail Status of Operators

In the list of operators for the warning master you will notice an option at the left-hand end of each
row to enable or disable mail depending on the current status. Clicking this option will call the
following screen which allows changes to be made to the e-mail status of the warning operator. This
is the only change allowed once an operator has been assigned.

ESB Maintenance

Edit Warning Master Operator(s) Mail Enabled Status

Assign an operator to a Warning Master

KBISeq |400 |

OperatorKey | 1 |

EMailEnabled

Assign

Back to Master

© 2019 - Steinhoff UK Ltd
When a notification of a warning is sent the first part of the e-mail includes a list of all operators
assigned to the warning master. This is useful when being sent to fresh service to show who the

automatically raised ticket should be assigned to. Normally the system would also send notifications
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to all the operators specified however this may not be desired as the problem should be managed
only through fresh service. Disabling the e-mail prevents these direct notifications being sent but still
keeps the operator in the list of assignees. Any combination of notifications can be modelled

through this process.

This may be more prevalent in exceptions rather than warnings at this stage but the facility is built in

anticipating future changes.

1.5  Optionally add resources to the master

A resource is an external document that can be used to add additional background information to
the circumstances surrounding a warning or exception. Typical examples may be a concept diagram
or a specification. The documents can be uploaded and automatically associated with the master.
Subsequent viewing of the master record allows the resources to be downloaded and viewed.

To add a resource to a warning master first select an item from the list of warnings and click on
details which will bring up the details screen.

Details
Warning Master (Dev)

ProcessKey
Title
Description

LastModifiedDate
LastModifiedBy
IsCritical

23
Critical Waming 400

Warning 400 generated by Talend Job modified

22/08/2019 14:43:58
blastrocker@hotmail com
True

Edit | Add Master Resource | View Operator(s) | Back to List

€ 2019 - Steinhoff UK Ltd

From the options at the bottom left-hand corner select Add Master Resource. The add master
resource screen will be called with the warning code already entered. From the drop-down list select
the type of document the resource is. Note this isn’t verified so if you select the wrong type of
document the resource will still be uploaded regardless. It’s not critical data just a visual aid to easily
see what resources are available.
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ESB Maintenance

Add Warning Master Resource (Dev)

Upload And Link A Resource Document

WarningCode 400

ResourceTypeKey Word Document v
ResourceDescription A word document resource outlining some process that is relevant to the warning master that has been added to demonstrate resource
addition.
Document C\Users\Administraton'O1  Browse...
Add

Back to Master

© 2019 - Steinhoff UK Litd

Having selected the type a suitable description should be entered outlining what the resource
provides and finally the document itself is selected by clicking the browse button and moving around
the folder structure to find the required document.

Click on Add when complete and control returns to the warning master detail screen, the added
resource can now be seen.

Details
Warning Master (Dev)

ProcessKey 23
Title  Critical Warning 400
Description  |\wamning 400 generated by Talend Job madified

LastModifiedDate  22/08/2019 14:43:58
LastMedifiedBy  blastrocker@hotmail.com
IsCritical |True

Warning Master Resources

File Name Type Description Action
Error Framework Alerting and Assignment System.docx ~ Word Document A word document resource outlining some process that is Edit | Download | Delete
relevant to the warning master that has been added to

demonstrate resource addition.

Edit | Add Master Resource | View Operator(s) | Back to List

© 2019 - Steinhofl UK Ltd

At the right-hand end of each resource line there are options to edit, download or delete the
resource.

1.5.1 Editing a Warning Master Resource
Once a resource has been added the only modification allowed is to the description. If you wish to
change the document type or the document itself the resource must be deleted and recreated.
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Click on edit to call the resource editor.

Edit

Warning Master Resource (Dev)

WarningCode 400
ResourceType ‘Word Document
ResurceURL http:/flocalhost:62584/resources/Error+Framework+Alel

ResourceDescription A word document resource outiining some process that is relevant to the waming master that has been added to demonstrate resource
addition.

Save

Back to Details

@ 2019 - Steinhoff UK Ltd

Modify the description as required and click the save button and control returns to the detail screen
where the modified description will be visible.

1.5.2 Deleting A Warning Master Resource
Selecting the delete option on resource line will ask for confirmation of the intention to delete as

below:

Delete Warning Master Resource

Are you sure you want to delete this?

Warning Master Resource (Dev)

WarnResourceKey 400

Resource TypeKey @

ResourceLocation  Error Framework Alerting and Assignment System docx

Delete || Back to Master
@ 2019 - Steinhoff UK Ltd
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Selecting delete will remove the resource or Back to Master will cancel the operation. In either case
control will return to the details screen where if the deletion was confirmed, the resource will no
longer be shown. Note that deleting a resource removes the reference to the file in the database but
doesn’t physically remove the file which will still be present in the central file system. Periodic
maintenance will manually clean down unused resource files.

1.5.3 Download A Resource
Selecting the download option for a resource will cause the following dialog box to appear at the
bottom of the screen.

What do you want to do with Error Framework Alerting and
Assignment System.docx (12.1 KB)? Open Save ~ Cancel X
sac From:localhost

Selecting open will display a copy of the document in it’s native application. In this case it was a
word file so it opened in MS Word.

Error Framework Alerting and Assignment System (1).docx - Saved to this PC John Tucker

File ~ Home Insert Design  layout  References  Mailngs  Review  View  Help  Acrobat O Tell me what you want to do 1% Share  §2 Comments
LOFind ~
&, Replace
[% Select~

Eﬁ Calibri (Body) = |11 =| A" A™| Aa~ | A | &
Paste BIU-axx A-#2-A-

A
2L T | aasbeec| Assbcede AaBbC( AaBbccl AQB assbeer aabcen: aasbeede aombeco AaBbeede
Thormal | TNoSpac.. Heading! Heading2  Title Subtitle  SubtleEm.. Emphasis IntenseE..  Stong 5

Dictate
< Format Painter -

Clipboard [} Font [ Paragraph [ Styles 5l Editing Vvoice |

he alerting system is designed to generate notification messages delivered by e-mail when a Talend
exception is generated or notification of anather system anomaly is received.

Assignment

SOL Trigger fires on update of the QperatorAssigned field in the thException table to write a record
into the thExceptionAssignment table containing the exception id, operator assigned and current
date. This forms an audit record of the assignment.

The trigger than executes a QL stored procedure (uspCreateAssignmentMall)

Clicking save will save a copy of the file to your local download folder or alternatively you can select
save as and place the copy in a location of your own choice. These are all standard mechanism that
have been hooked into the application.

1.6 Process Resources

In addition to saving resource against a Warning Master it is also possible to have resources linked to
a process. These would include process descriptions/specifications and other items that apply to all
warnings for that process. Rather than repeating these it is possible to have a single copy that can be
implicitly referenced by all warnings or exception relevant to the process. A separate section exists
for process resource so please refer to it for further details.

Any process resources will automatically appear in the warning master details. They can be
downloaded here but not edited or deleted.

Page 20 of 23



STEINHOFF ERROR FRAMEWORK

2. Warning Assignment
With the warning master correctly set up the process of assigning warnings generated by Talend to
the defined operators can begin. The warnings are initially loaded into a warning table for each
environment and these can be accessed via the View Talend Dev Warnings option of the runtime

exceptions menu.

Runtime Exceptions

Exceptions

Knowledge Base

Warmnings

Warning Master

ESB Processes

DEV

View Talend Dev Exceptions

Dev Knowledge Base

View Talend Dev Warmings

View Dev Warning Master

View Dev ESB Processes

TEST
Exception Data

View Talend Test Exceptions

Test Knowledge Base

Warnings Std and Critical

View Talend Test Warnings

View Test Warning Master

ESB Processes and Resources

View Test ESBProcesses

Back to Main Menu

© 2019 - Steinhoff UK Ltd

This will present a paged list of the captured warning data.

Warnings (Dev)

Find by name: | |[ searcn |
Date Message
19/08/2019 17-39:57 Back In Black

19/08/2019 17:39:55
19/08/2019 16:42:24
19/08/2019 16.42:23
07/08/2019 13:34.22
07/08/2019 13:34.20
06/08/2019 16:23:23

06/08/2019 16:23:22

Page 1073

H::-

Back to Menu
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Let there be rock
Highway To Hell

For Those About To Rock
Back In Black

Let there be rock
Highway To Hell

For Those About To Rock

Process

SRTE0001_WARNTEST_RouteWarnTest
SRTE0001_WARNTEST_RouteWarnTest
S§JOB0001_WARNTEST_JobWarnTest
SJOB0001_WARNTEST_JobWarnTest
SRTEO001_WARNTEST_RouteWarnTest
SRTEO001_WARNTEST_RouteWarnTest
SJOB0001T_WARNTEST_JobWarnTest

SJOB0001_WARNTEST_JobWarnTest

Type
Critical
Std
Critical
Sid
Critical
Sid
Critical

Std

PROD

View Talend Prod Exceptions

Prod Knowledge Base

View Talend Prod Warnings

View Prod Wamning Master

View Prod ESB Processes

Exception  Warn Code
Route 100 Details
Route 200 Details
Job 400 Details
Job 300 Details
Route 100 Details
Route 200 Details
Job -1 Details
Job 300 Details
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After a warning has been loaded into the system a routine which runs every minute picks up the
warning data and links it with the master record for the warning code. This data is then used to
generate the body for an e-mail which is then sent to the operators assigned to the warning master.

DEV ESB Warning 21 has been generated - Message (Plain Text)

File Message Help @ Tell me what you want to do
& m = S|l | ] Create a task wi.. E\L] =i [, 57Merk Unreac 55; ® A.J) Q\ @
Lo~ M inbox M [u3] B8 Categorize ~ n =-
%' Delete Archive Reply Reply Forward = ToM - Move Assign Translate Read Zoom Insights
All - o Manager - [&~ | Policy~ [@ Follow Up~ - B Aloud
Delete Respond Quick Steps r] Move Tags r] Editing Speech Zoom ~

Mon 19/08/2019 17:41

E ESBAlertDev
DEV ESE Warning 21 has been generated
To @ John Tucker

@ This message was sent with Low importance,
We removed extra line breaks from this message,

Suggested Assignee(s) John Tucker

Warning Information:

Title: Warning 200 File Is Mising In Interface X¥Z The in out file is missing from the interface XYZ hence the program has not run.
Sugessted Steps

1. Recreate File
2. Reun Interface

Technical Section:

1D 21

Code: 200

Message: Let there be rock

ExceptionType: beans.CustomWarning

TalendType: Route

Process Name: SRTEODOO01_WARNTEST_RouteWarnTest
File /Component Name: Trigger.txt

Do not reply to this e-mail. For more information on this exception check on http://10.167.195.31/DBTableMaintenance/tbWarnings/Details/21 .

The warning information at the top of the e-mail is extracted from the master record and the
technical section contains the data from the warning itself. Recipients of the e-mail can click on the
link which will take them to the warning record within the system from which all resource data can
be accessed.

Accessing Master Information from a Warning

Details
Warning (Dev)

DateRaised  19/06/2019 16:42:24
WarningMessage | Highway To Hell

ProcessName SJOB0001_WARNTEST_JobWarmnTest
WarningType (Die
TalendType Job
FileName tDie_1
WarningCode 400
Status  Assigned

View Master | Back to List

© 2019 - Steinhoff UK Lid
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When selecting the warning details record there is an option at the bottom of the screen to view
master. Clicking on this take you to the warning master record as per this document but without
having to come out and go through the menu. The only subtle differences are in the navigation
which will return you to the warning record rather than the list of masters.
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